

МУНИЦИПАЛЬНОЕ ОБРАЗОВАНИЕ

ХАНТЫ-МАНСИЙСКИЙ РАЙОН

Ханты-Мансийский автономный округ – Югра

**АДМИНИСТРАЦИЯ ХАНТЫ-МАНСИЙСКОГО РАЙОНА**

**Р А С П О Р Я Ж Е Н И Е**

от 30.07.2019 № 757-р

*г. Ханты-Мансийск*

О внесении изменений в распоряжение

администрации Ханты-Мансийского

района от 09.12.2016 № 1200-р

«Об утверждении порядка проведения

в администрации Ханты-Мансийского

района внутреннего контроля

соответствия обработки персональных

данных требованиям»

Во исполнение приказа Федеральной службы по техническому
и экспортному контролю России от 11.02.2013 № 17 «Об утверждении требований о защите информации, не составляющей государственную тайну, содержащейся в государственных информационных системах»
(в редакции от 15.02.2017 № 27) и на основании Устава Ханты-Мансийского района:

1. Внести в приложение 1 к распоряжению администрации Ханты-Мансийского района от 09.12.2016 № 1200-р «Об утверждении порядка проведения в администрации Ханты-Мансийского района внутреннего контроля соответствия обработки персональных данных требованиям» следующие изменения:

1.1. Пункт 2.5 изложить в следующей редакции:

«2.5. В ходе проведения внутреннего контроля осуществляется,
в том числе:

1) анализ и оценка функционирования системы защиты информации АРМ посредством:

выявления, анализа уязвимостей в ИС и оперативное устранение вновь выявленных уязвимостей, в том числе с применением программного средства анализа защищенности и средства обнаружения вторжений);

контроля установки обновлений программного обеспечения, включая обновление программного обеспечения СЗИ;

проверки соответствия состава и структуры программно-технических средств, обрабатывающих защищаемую информацию, документированному составу и структуре средств, разрешенных
для обработки такой информации;

определения наличия и сроков действия документов, подтверждающих возможность применения средств защиты информации (сертификатов соответствия и других документов);

определения корректности настроек и использования средств защиты информации;

выполнения требований по условиям размещения технических средств ИС;

контроля правил формирования и смены паролей пользователей ИС, заведения и удаления учетных записей пользователей, реализации правил разграничения доступом, полномочий пользователей ИС;

организации учета и хранения машинных носителей информации, допуска в помещения, где размещены средства обработки и осуществляется обработка защищаемой информации;

контроля ознакомления пользователей ИС с документами, регламентирующими вопросы обеспечения ИБ и выполнения ими установленных требований;

анализа журналов событий средства контроля и предотвращения утечки конфиденциальной информации;

2) анализ изменения угроз ИБ в ИС, возникающих в ходе ее эксплуатации, и принятие мер защиты информации в случае возникновения новых угроз ИБ.».

1.2. Пункт 2.8 изложить в следующей редакции:

«2.8. По результатам проведенной проверки условий обработки персональных данных составляется отчет по результатам проведения внутреннего контроля соответствия обработки персональных данных требованиям соответствия обработки персональных данных с указанием мер, необходимых для устранения выявленных нарушений, в который также включаются решения о доработке (модернизации) системы защиты информации ИС, необходимости повторной аттестации ИС или проведения дополнительных аттестационных испытаний, на основании соответствующего подтверждения, получаемого от лицензиата, выдавшего аттестат соответствия на ИС.».

2. Контроль за выполнением распоряжения возложить на первого заместителя главы Ханты-Мансийского района.

И.о. главы Ханты-Мансийского района Р.Н.Ерышев